INFORMATIVA SUL TRATTAMENTO DELLE IMMAGINI PERSONALI
ACQUISITE CON IL SISTEMA DI VIDEOSORVEGLIANZA CITTADINA
PER FINI DI MONITORAGGIO DEL TRAFFICO
E DEL RISPETTO DEL CODICE DELLA STRADA

INFORMATIVA ESTESA per il trattamento delle immagini personali acquisite con la videosorveglianza, ai
sensi del Regolamento UE 2016/679 (GDPR) e del D.Lgs. n. 196/2003, in materia di protezione dei dati
personali, ai soggetti “interessati”, ovvero coloro la cui persona & potenzialmente soggetta alla ripresa.

Oggetto
La presente informativa, che integra il contenuto dell’informativa semplificata affissa in prossimita degli
impianti di videosorveglianza, viene resa ai sensi e per gli effetti dell’art. 13 del GDPR e delle Linee Guida
3/2019 sulla videosorveglianza adottate dal Comitato Europeo per la Protezione dei Dati (EDPB) ai fini di
fornire agli interessati le informazioni relative alle modalita del trattamento effettuato.
Informativa semplificata (Segnali di avvertimento)
Le zone videosorvegliate sono segnalate con appositi cartelli di avvertimento, conformemente a quanto
indicato al punto 7.1 delle Linee Guida 3/2019 del Comitato europeo per la protezione dei dati sulla
videosorveglianza, facilmente visibili, intelligibili e chiaramente leggibili. Tali segnali sono collocati prima
di entrare nelle aree monitorate o comunque nelle loro immediate vicinanze.

Titolare del trattamento
Il Titolare del trattamento & il Comune di San Gemini, nella persona del Sindaco pro —tempore, con sede in
San Gemini, Piazza San francesco, 9 tel. 0744334911, PEC: comune.sangemini@ postacert.umbria.it.
Le immagini sono visionabili, da personale incaricato, presso I'ufficio di Polizia Locale ubicato in San Gemini,
Piazza San Francesco. 4.

Responsabile Protezione Dati
E possibile contattare il Responsabile della Protezione dei Dati per avere informazioni rispetto al trattamento
dei dati personali effettuato e per l'esercizio dei propri diritti, rivolgendosi al seguente recapito:
rpd@comune.sangemini.tr.it

Finalita del trattamento dei dati
| dati personali acquisiti dagli impianti di videosorveglianza sono trattati esclusivamente per il perseguimento
delle seguenti finalita:
a) monitoraggio dei flussi di traffico;
b) protezione e incolumita degli individui, ivi ricompresi i profili attinenti alla sicurezza urbana, all’ordine e
sicurezza pubblica, ai compiti di prevenzione, accertamento o repressione dei reati, nel quadro delle
competenze attribuite dalla Legge;
c) rilevazione, prevenzione e controllo delle infrazioni, nel quadro delle competenze attribuite dalla Legge;
d) razionalizzazione e miglioramento dei servizi pubblici anche attraverso I'incremento della sicurezza degli
utenti, nel quadro delle competenze comunali, attribuite dalla Legge;
e) perseguimento degli obiettivi organizzativi e di coordinamento degli interventi e delle risorse;
f) effettuazione di rilevazioni di tipo quantitativo e statistico.

Base giuridica del trattamento dei dati
L'attivita di videosorveglianza e svolta secondo le finalita previste dall’art. 6 lettera e) GDPR (perseguimento
interesse pubblico). Come richiesto dall’art. 2-ter D.Igs. 196/2003, la base normativa del trattamento & da
ricercarsi fondamentalmente nel conseguimento degli obiettivi inerenti il monitoraggio del traffico e del
rispetto del Codice della Strada affidati in via principale allo Stato in maniera coordinata con gli Enti Locali.
In particolare, per le finalita esposte nel precedente punto, il trattamento dei dati € lecito poiché basato sul
perseguimento di interesse pubblico e I'esercizio di pubblici poteri di cui € investito il Titolare del trattamento.
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Modalita di trattamento
Le immagini personali acquisite dalle videocamere di sorveglianza installate sono visionate e/o registrate
dal Titolare del trattamento e/o dai soggetti a cid deputati.
Limpianto di videosorveglianza permette la visione delle immagini in tempo reale e/o la registrazione delle
immagini.
La raccolta e 'utilizzo dei dati personali avviene nel rispetto dei principi di: liceita, correttezza e trasparenza;
limitazione delle finalita; minimizzazione dei dati; esattezza; limitazione alla conservazione; integrita e
riservatezza, di cui all'art. 5 del GDPR, in modo tale da garantirne la sicurezza e tutelare la riservatezza
dell’interessato. Tali dati non saranno oggetto di alcun processo decisionale interamente automatizzato o di
alcun trattamento di profilazione.
Per la gestione della videosorveglianza, il Comune di San Gemini potrebbe avvalersi di terzi soggetti che
garantiscano I'adozione di misure tecniche e organizzative adeguate a soddisfare i requisiti del GDPR e la
tutela dei diritti dell’interessato. Tali soggetti saranno nominati Responsabili del Trattamento ai sensi dell’art.
28 del GDPR.

Destinatari o categorie di destinatari dei dati personali
Le immagini acquisite verranno trattate dal personale autorizzato nell'ambito delle strutture di competenza e
per le finalita dichiarate, conformemente alle previsioni legislative e regolamentari di riferimento.
| destinatari (vale a dire le persone fisiche o giuridiche, le autorita pubbliche, i servizi o altri organismi a
cui potrebbero essere comunicati i dati personali) sono cosi individuabili:
- i dipendenti, espressamente incaricati e autorizzati, sia ad accedere ai locali dove sono situate le postazioni
di controllo, sia ad utilizzare gli impianti e, nei casi in cui sia indispensabile per gli scopi perseguiti, a visionare
le immagini e le registrazioni, sulla base di specifiche istruzioni;
- forze dell’'ordine, autorita giudiziaria e/o di pubblica sicurezza, altre Pubbliche Amministrazioni
eventualmente legittimati a richiedere I'accesso alle immagini registrate per il raggiungimento delle finalita
istituzionali di propria competenza.
- eventuali appaltatori — subappaltatori, concessionari che tratteranno i dati in qualita di Responsabili del
trattamento, come definiti dall’art. 28 GDPR.
Gli autorizzati hanno livelli differenziati di accesso, a seconda delle specifiche mansioni.
Al di la dei casi espressamente previsti, i dati trattati non saranno oggetto di diffusione e non saranno
comunicati a terzi.

Trasferimento dei dati in paesi terzi
La gestione e la conservazione dei dati personali avverranno all’interno dell’Unione Europea su server ubicati
in Italia presso la sede del Titolare e/o di terzi debitamente designati Responsabili del trattamento.

Durata della conservazione delle immagini
Le immagini registrate per le finalita di sicurezza sono conservate per un periodo non superiore a 7 giorni,
fatte salve le esigenze di ulteriore conservazione in relazione a indagini di Polizia giudiziaria o richieste
dall'autorita giudiziaria.
| sistemi sono programmati in modo da cancellare automaticamente le immagini allo scadere del termine
previsto, anche mediante sovra-registrazione, con modalita tali da rendere non riutilizzabili i dati cancellati.
Le informazioni memorizzate su supporto che non consenta il riutilizzo o la sovra-registrazione sono distrutte
entro il termine massimo previsto dalla specifica finalita di videosorveglianza perseguita.

Diritti dell’interessato
Il soggetto a cui si riferiscono i dati personali puo esercitare in qualsiasi momento i diritti sanciti dagli artt. 15-
22 del GDPR previa richiesta al Titolare o al Responsabile Protezione Dati, attraverso i dati di contatto
precedentemente indicati.
In particolare:
a) Linteressato puo esercitare il proprio diritto di richiedere al titolare del trattamento I'accesso, la
cancellazione o la limitazione del trattamento dei dati personali che lo riguardano o di opporsi al loro



trattamento (salvo vi sia un motivo legittimo del titolare del trattamento che prevalga sugli interessi
dell’interessato, ovvero per I'accertamento, I'esercizio o la difesa di un diritto in sede giudiziaria).

b) Non € in concreto esercitabile il diritto di aggiornamento o integrazione, nonché il diritto di rettifica di cui
all'art. 16 GDPR in considerazione della natura intrinseca dei dati trattati (immagini raccolte in tempo reale
da sistemi automatici di acquisizione). Non ¢ esercitabile il diritto alla portabilita dei dati di cui all’arti 20 GDPR
in quanto il trattamento ¢ effettuato da una Pubblica Amministrazione.

c) Il trattamento dei dati & effettuato senza il consenso dell’interessato poiché svolto sulla base
dell’'esecuzione di un compito di interesse pubblico o connesso all’esercizio di pubblici poteri di cui & investito
il titolare. Non & pertanto richiesto il conferimento consenso e conseguentemente la revoca.

d) LUinteressato pud proporre reclamo all’Autorita Garante per la protezione dei dati personali qualora ne
ravvisi la necessita, ai sensi dell’art. 77 del GDPR.

e) LU'interessato non e soggetto ad un processo decisionale automatizzato, compresa la profilazione,

di cui all’articolo 22, paragrafi 1 e 4, del GDPR.



